
	

	

Exponential-e	Application	Privacy	Policy	
Exponential-e	Limited	(“Exponential-e”,	“we”	or	“us”)	takes	the	privacy	of	its	customers	very	
seriously.	This	Application	Privacy	Policy	sets	out	the	basis	on	which	any	content	information	
(such	as	contacts,	photos,	videos,	voice	calls,	etc)	accessed	by	our	unified	communications	
applications	(including	but	not	limited	to	our	UC-One	application)	will	be	processed	by	us.		
	
Please	 read	 the	 following	 carefully	 to	 understand	 our	 content	 information	 handling	
processes.	 By	 using	 our	 unified	 communications	 applications	 you	 are	 consenting	 to	 this	
Application	Privacy	Policy.	
	
This	policy	is	supplementary	to,	and	not	in	lieu	of,	other	privacy	policies	that	Exponential-e	
has	in	place,	including	for	the	avoidance	of	doubt,	regarding	the	processing	of	personal	data.	
Copies	 of	 other	 privacy	 policies	 are	 available	 via	 the	 Exponential-e	 website	
(www.exponential-e.com)	or	on	request	from	legal@exponential-e.com.		
	
If	you	have	any	requests	concerning	our	handling	of	content	information	or	any	queries	with	
regard	to	these	practices	please	contact	us	at	info@exponential-e.com.	
	
Information	we	may	collect	from	you	
We	may	collect	content	information	through	your	use	of	our	applications.		
This	information	may	include,	but	is	not	limited	to:	
(a)	call	logs;	and	
(b)	photos	and	videos	transmitted	whilst	using	the	application.		
	
In	 addition,	 we	 may	 collect	 information	 about	 your	 devices	 accessing	 our	 applications,	
including	your	IP	address,	operating	system	and	browser	type,	for	system	administration	and	
to	 report	 aggregate	 information	 to	 our	 suppliers.	 This	 is	 statistical	 data	 about	 our	 user’s	
browsing	actions	and	patterns	and	does	not	identify	any	individual.	
	
Use	of	content	information	
We	will	handle	content	information	for	the	purposes	of:	
(a)	providing	our	services	to	you;	
(b)	administering	our	business	relationship;	and	
(c)	other	legitimate	business	reasons	including	but	not	limited	to	monitoring/evidencing	
suspected	or	actual	fraudulent	use;	
	
 



	

	

Where	we	store	content	information	
The	content	 information	that	we	collect	 from	you	may	be	transferred	to,	and	stored	at,	a	
destination	outside	the	European	Economic	Area	("EEA").	It	may	also	be	processed	by	staff	
operating	 outside	 the	 EEA	 who	 work	 for	 us	 or	 for	 one	 of	 our	 suppliers.	 By	 allowing	 our	
application	 to	 access	 your	 content	 information,	 you	 agree	 to	 this	 transfer,	 storing	 or	
processing.	We	will	 ensure	 that	 appropriate	 technical	 and	 organisational	measures	 are	 in	
place	to	protect	the	content	information.		
 
Disclosure	to	third	parties	
We	will	only	disclose	content	information	in	accordance	with	the	terms	of	your	contract	with	
Exponential-e	for	the	relevant	Service	to	which	the	application	relates.	
	
Changes	to	our	Application	Privacy	Policy	
Any	changes	we	make	to	this	policy	will	be	posted	on	this	page.	You	should	check	this	page	
frequently	to	review	any	recent	changes.	

	

	

	

	

	

	

	

	

	

	 	


